
STAYING CYBERSMART ONLINE

TRUST IN EVERY LAYER

SECURITY SOFTWARE



SECURITY SOFTWARE 
PREVENTION IS THE FIRST LAYER OF PROTECTION

FOR FURTHER INFORMATION ABOUT STAYING SAFE ONLINE 

VISIT ANZ.COM AND SEARCH ‘SECURITY’.
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WHY SHOULD YOU USE SECURITY 
SOFTWARE?

Malicious software can stop your computer from working, 
delete or corrupt your files and/or allow cybercriminals  
to access personal and confidential information on  
your computer.

WHAT CAN YOU DO?

•	� When you first install security software on a device, run a 
‘full scan’ of the system to detect whether there is existing 
malware, then enable regular automatic scanning 

•	 Keep security software up-to-date and activated

•	� Regularly back-up your data so you can recover it if your 
files are stolen or damaged

•	� Be wary of suspicious messages including emails  
and SMSs  

If your security software is unable to remove a virus, contact 
a technical support provider for assistance.

Security software can provide virus scans and other protection such as  
firewalls, spam filtering, anti-virus and parental controls. They can also work 
to block or permit internet traffic to and from your device and prevent 
unauthenticated logins. Good quality security software is readily available 
from many providers for computers and mobile devices.

NO SECURITY SOFTWARE WILL PROVIDE 

A COMPLETE GUARANTEE AGAINST 

UNAUTHORISED ACCESS OR VIRUS 

CONTAMINATION BUT IT MAY INCREASE THE 

SECURITY OF YOUR COMPUTER SYSTEMS.


